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Meet the expert: Don Bowers has been in the computer industry for over 36 years as a database programmer and an information systems
and security analyst.&nbsp; Don&rsquo;s primary focus over the last 10 years has been in the area of information security and digital
forensics.&nbsp; Don currently serves as an Assistant Professor and the Program Chair for the Cybersecurity program at the College of
Western Idaho.&nbsp; As well as being an associate professor Don also holds the distinction of being a Certified EC-Council
Instructor.&nbsp; Don holds several industry certifications including MCITP Enterprise, MCSE + Security, CISSP, CISA, CEH, CHFI,
ECSA (EC-Council Security Analysis), LPT (Licensed Penetration Tester) and ACE (AccessData Certified Examiner).

Prerequisites: Security Analyst Part 1 and 2

Runtime: 09:40:00

Course description: Continuing the Security Analyst series

Course outline:

Series Introduction and
Methodology
• Building Penetration Testing

Team
• Defining the Scope and

Penetration Testing Paramet
• Deterring Penetration Testing

Deliverables
• Build and Present a Penetration

Testing Plan
• Managing a Third-Party

Penetration Testing Team

Licensing
• 1-10 steps to take before you

start a penetration
• 11-20 steps to take before you

start a penetration

Pen Testing Demonstrations
• TBD
• TBD

Being Very Quiet, External
Penetration Testing
• External Scanning
• VEGA

Module 1: Information Security
Incident Management
• TBD
• TBD


